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Abstract

Secured communication of text information across the world is of prime importance when many
languages, several alphabets and various signs (glyphs) found their existence on computing
machines. Cryptography is one of the methods to attain security. Existing cryptographic systems
divide the text message into words and each word into characters where character is treated as
basic unit. For each character, the corresponding bit stream is generated and transformation
techniques are applied on blocks of fixed length of bits or bytes. The characteristics of the
language like frequency distribution may be reflected in the transformed text also. Correlation
between plain text and encrypted text is to be studied from the stand point of text patterns versus
symbol patterns. Frequency distribution as a parameter in the process of reverse mapping is
mostly dependent on language specificity. If the language is more complex then the retrieved
percentage of plain text will be less. In fact the structure and complexity of the underlying
language is a multi dimensional extremely important factor when trying to assess an attacker's
likelihood of success. On many occasions a large key space does not ensure that a cipher is
secure. The Language complexity is to be treated as a parameter. The present work mainly
focuses on the characteristics of Indic script in the form of frequency distribution of character
code points with a case study on Telugu script. The evaluation is limited to 8-bit key with
comparison between Latin text and Telugu text.

Keywords: Cryptography, Language Complexity, Frequency Distribution, Indic Scripts.
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1. INTRODUCTION

Cryptography is one way of providing security using the process of encryption and decryption. In
general any encryption and decryption scheme uses symmetric key algorithms like DES, RC5,
IDEA etc, where each block of fixed size bit stream will be transformed to cipher text or
asymmetric algorithms like RSA, Elliptic curve cryptography where a block of bit stream is
transformed to an integer equivalent value and encryption techniques are applied. Both these
types use either block cipher or stream cipher techniques for text transformation. The main
parameters in these schemes are linked with algorithm and key. Providing secured
communication for the data is a major and challenging task due to the primary existence of
various languages with numerous sets of characters of different properties and behavior.
Introduction of Unicode made it possible to represent all the characters in the world irrespective of
the language in a unique way. With the increasing importance of localization, there is a need for
development of international products to fit onto a region, culture and writing system using Global
standards. This idea of localization can also be adopted on information Security which may
support multiple languages. In this scenario the script complexity plays a vital role which needs to
be considered as an additional parameter. The present paper addresses the information security
issues related to Indic scripts with an emphasis on script complexity.

Many scripts of South Asia are derived from the ancient Brahmi script. Indic scripts are
derivatives of a common ancestor, which contain scripts that are used for two distinct major
linguistic groups, Indo-European languages in the north and Dravidian languages in the south.
Linguists describe these types of writing systems as "orthographic", which means that Indic
scripts are a mixture phonemic (i.e., where a basic character represents a single phoneme or a a
basic unit of word distinguishing sound) and syllabic forms. When a rendering engine works on an
Indic script, it usually does the processing from the level of individual syllables. A syllabic unit is a
visual unit (glyph) as well. A syllable is formed around a "central" character (usually a consonant),
which is known as the "base" character. Syllable is represented using the canonical structure
(C(C))CV . The syllable may contain usually one to ten single byte character codes of machine.
Work on information security till recent past is based on English Text where in there is one to one
mapping between character and codes. For each character in the given document generate the
bit stream. On the bit stream symmetric or asymmetric key cryptography algorithms are applied.
But in today's Global village the algorithms should support data in multiple languages equally and
efficiently. A simple logical conclusion is that if the script is more complex then same level of
security can be achieved with smaller key size. This paper describes a noval scheme for
encrypting Indic scripts with a case study on Telugu using script complexity.

2. LITERATURE REVIEW

Cryptanalysis is the study of a cryptographic system with an emphasis on exploring the
weaknesses of the system. Different approaches of cryptanalysis in the literature use language
characteristics to understand the strength of cipher system. One such approach deals with
frequency statistics. Symbol occurrences in an encrypted message play a key role in the reverse
mapping [1] of characters, leading to prediction of plain text. Apart from single character, relation
between cipher text and plain text in terms of bigrams and trigrams also play vital role [2]. Single
letter frequencies of a cryptogram are identical to that of the plaintext in transposition ciphers. In
substitution systems, each plaintext letter has one cipher text equivalent. The cipher text letter
frequencies may not be identical to the plaintext frequencies always, but the same count will be
present in the frequency distribution as a whole. KW. Lee et.al proposed [3] the cryptanalytic
technique of enhanced frequency analysis. This technique uses the combined techniques of
monogram frequencies, keyword rules and dictionary checking. The proposed three-tier approach
reported to be a mechanized version of cryptanalysis of mono alphabetic simple substitution
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cipher. Thomas Jakobsen proposed [4] a method for fast cryptanalysis of substitution ciphers.
This method explored the knowledge of digram distribution and their mapping in the cipher text.

At present cryptanalysis activity is extended to determination of the language being used,
determination of the system being used which involves character frequency distribution,
searching for repeated patterns and performing statistical tests, reconstruction of the system’s
specific keys and reconstruction of the plain text. Recent approaches [5] in literature are being
concentrated on retrieval of plain text, based on the features of the respective language. Certain
language characteristics are to be identified for successful cryptanalysis. Extensive statistical
analysis of frequency distribution of characters is an additive knowledge while retrieving part of
plain text message.

Béarbara E. et al presented a method [6] for de-ciphering texts in Spanish using the probability of
usage of letters in the language. The frequency of different letters is the clue to the presented
de-ciphering. Bao-Chyuan et al proposed [7] a method to improve the encryption of oriental
language texts with a case study on Chinese text files which are ideogram based and differ from
Latin text. Moreover the number of characters that appear in Chinese are much larger when
compared to English. The scheme proposed by Bao reported that large Chinese text can be
handled more efficiently. A method for Parisian/Arabic script is proposed [8] with regard to
shapes and their position in the word.

3.SECURITY MODEL

Every language has certain evaluation parameters in such a way that language primitives are
used in the construction process of document. This phenomenon is used for understanding the
complexity of the language. These meaningful units are the representative set of language
primitives. In case of English the language primitives are represented with the help of one-to-one
correspondence between characters and machine codes. Syllables are the primitives in Indic
scripts and they are represented in the form of canonical structure (C(C(CV))). Machine
representation of canonical structure results in a set of variable length of code points ranging from
one to nine. These units are transformed with the help of crypto system. The transformation is
done onto a different plane where the mapping is a reversible phenomenon. The correlation
between the encrypted units and character code points is the main focus while analyzing the
strength of the crypto system.

The proposed model defines meaningful units that are embedded in text documents. Text
documents compose of sentences, words and primitive meaningful units in the form of character
or byte stream. The byte stream is a symbolic representation of text. In case of Indic scripts this
byte stream is a complex byte stream, where as in case of Latin text the byte stream is a one-to-
one mapping and it is a simple byte stream. So the present model has addressed that specificity
by taking into consideration of segmentation of words into syllables and extraction of byte stream
from the syllables. They will be transformed into a code point byte stream and that byte stream is
again converted into bit stream which undergoes transformation similar to that of any system as
presented in FIGURE 1. Analysis of this is a complex phenomena which is taken care in the
present work.

A key stream is generated using efficient Random number generator. With this key stream,
transformation techniques are applied on this bit stream resulting in cipher text. For decryption
the cipher text is converted to bit stream which in turn is converted into code point streams.
These code point streams are converted to syllables then words and sentences. The algorithm for
encryption and decryption is as explained below.
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FIGURE 1. Flowchart of encryption and decryption for Indic scripts.
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Algorithm for Encryption of Indic Scripts

1 : Divide the given text document into set of words.
2 : Divide each word into syllables (which is basic unit).

3 : For each syllable generate the character code point byte stream which may consists of single
or multiple code points that will form that syllable.

4 : Generate bit stream for the byte stream generated in step3.

5 : Apply Encryption technique on the bit stream generated in Step 4 and a key stream generated
randomly which results in the cipher text.

6 : Repeat steps 3 to 5 for each syllable generated in step2.

Algorithm for Decryption of Indic Scripts

1 : Generate bit stream for the cipher text.

2 : Apply Decryption technique on the bit stream generated in Step 1 with a key stream
generated during encryption resulting in a byte stream.

: Combine the bit streams of step2 to form code point byte stream.
: Combine the code point byte stream of step3 to form syllables

: Combine the syllables to form words and the words into text document

o 01~ W

: Repeat step 1 through 5 for all byte streams in the cipher text.

The process of encryption and decryption applied on a sample English and Telugu document is

as shown below in Figure 2 and Figure 3.

4. FREQUENCY DISTRIBUTION OF TELUGU SCRIPT

Telugu text is syllable based where syllable is the basic unit. The canonical structure defined in
ISCll/Unicode is ((C)C)CV. In Telugu the first consonant forms the CV cluster and the other
consonants after this cluster appear in dependent form. Basic structure [9] deals with vowels,
consonants and characters with consonant + vowel sign. The other characters are coded with the
help of these three groups plus special signs Virama, Anuswara and Visarga. Each syllable may
have single or multiple code points and the possible groups of syllables with an example is shown
in Tablet.

The following example illustrates the process of transforming a syllable into code points stream.
Consider the word NEWZELAND in English which can be written in Telugu as
onoooooooon. 0ooooooooor consists of four syllables T, (101, D00, OO, The
syllable (111111 consists of the code points of [1, [1, [1 which are 0C28, 0C2F, 0COA respectively.
If we consider NAYAGARA in English it can be written in Telugu as (1011111 that consists of
four syllables (1, (101, [, [10) . The character [1 which contains only one code point 0C28 in
NAYAGARA is different from that of NEWZELAND where the meaningful relation between code
points within the syllable are different.
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Pythan Shell
File Edit Shell Debug Options Windows Help

THE PLAIN TEXT IS:

BANGALOREPTIOVERPERCENTOFRESUMESINTENDEDTOIM LOYE. DUPTICKLINGTHEFUNNYBONEANDSOUND INGOUTRAGEOUSDUETOGRAM
MATICALSPELLINGANDTYPOGRAPHICALBLOOPERSGALOREASTUDYHASFOUNDTHESTUDYCVBLUNDERSCARRIEDOUTBYANAGENCYPROVIDINGSTAFFIN
GSOLUTIONSREVEALEDTHATMORETHANPERCENTOFTHERANDOMLY SELECTEDRESUMESACROSSDIFFERENTLEVELSANDJOBPROFILESCARRIEDSOMEOR
OTHERFORMOFERRORINONERESUMEACANDIDATESSELFDESCRIPTIONREADIHAVEATLAZYGUY IWONTWAKEUPEARLYINTHEMORNINGINCALLCENTREMEA

| NSTHEREWILLBESEIFTSIWILLBETEINKINGABTWORKONLYMOREICANWAKEUPSOONILIKETOWORKINNIGHTSEITSMORESICANOTHERCANDIDATENOTE
DHISSTRENGTHSASIAMQUIETLYFORCEFULORIGINALAND SENSITIVEWHILEANCTHERJOTTEDHISSTRENGTHASMYBACKGROUNDTODATEHASBEENCENT

| REDONGRCOMINGMY SELFASAWELLROUNDEDPERSONHOWEVERTEEONETHATTOOKTHECAKEWASARE SUMEWHERETHECAND IDATEPUTHI SOBJECTIVEBEHT
NDJOININGTEEORGANISATIONASTOALWAYSSPREADPOSITIVELYWITHINTHEEBRANCHANDREDUCETEEGRAPEVINERESUMESTHEATCOULDNOT

|File c:\users\Dheeru\Desktop\encrypt.txt written!

‘THE ENCRYPTED TEXT IS

abmdbolgfswijlufgsfq’ fmwleqfpvnfpjmwimgfgwljnsgfppfnsolzfgpfmgvsw]  hojmdwkfevmmzalmfbmgplvmgjmdlvwgbdflvpgviwldgbn
nbwj bopsfoojmdbmgwzsldgbsk] beaollsfgpdbolgfbpwvgzkbpelvmgwkipwvgz “uaovmgiqgp bggjfglvwazbmbdfm zsqlujgjmdpwbeejm
dplovw]lmpgfufbofgwkbwnlgfwkbmsfq fmwlewkfgbmglnozpfof "wiggfpvnfiphk glppgjeefqfmwofufopbmgilasglejofp bggifgplnflg
lwkfgelgnlefgglgqimlmfgfpvnfb bmgjgbwfppfoegfp " qjswjlmgfbgjkbufbobyzdvzjtlmwtbhfvsfbgoz jmwkfnlqmimdjm boo  fmwgfnfb
mpwkfgftjoocafpkjewpjtjoocafwkjmhjmdbawtlghlmoznlgfj bmtbhfvspllmjojhfwltlghjmmjdkwpkjwpnlgfp]j bmlwkfq bmgjgbwfmlwf
gkjppwgfmdwkpbpjbnrvjfwozelq fevolgjdjmbobmgpfmpiwjuftkjofbmlwkfqgilwwfgkjppwgfmdwkbpnzab  hdqlvmgwlgbwfkbpaffm fmw
qfgimdqgllnimdnzpfoebpbtfooqlvmgfgs fqplmkl t fufqwkElmfwkbwwllhwke " bhftbpbgfpvnftkEqfwks bmgjgbwEsvwkiplaif wjufafky
mgiljnimdwkilgdbmipbwjlnbpwlbotbzppsqfbgslpjwijufoztjwkjmwkfagbn kbnggfgv ' fwkfdgbsfuimfgfpvnfpwkbw’ lvogmlw
|File c:\users\Dheeru\Desktop\decrypt.txt written!'

THE DECRYPTED TEXT IS

BANGALOREPTIOVERPERCENTOFRESUMESINTENDEDTOIM LOYE! DUPTICKLINGTHEFUNNYBONEANDSOUND INGOUTRAGEOUSDUETOGRAM
MATICALS. PELLING.A.I\*JTYPOGRAPHI CALBLOCPERSGALOREASTUDYHASFOUNDTHESTUDYCVBLUNDERSCARRIEDOUTBYANAGENCYPROVIDINGSTAFFIN
GSOLUTIONSREVEALEDTHATMORETHANPERCENTOFTHERANDOMLY SELECTEDRESUMESACROSSDIFFERENTLEVELSANDJOBPROFILESCARRIEDSOMEOR
OTHERFORMOFERRORINONERE SUMEACANDIDATESSELFDESCRIPTIONREADIHAVEALAZYGUY IWONTWAKEUPEARLY INTHEMORNINGINCALLCENTREMEA
NSTHEREWILLBESHIFTSIWILLBETHINKINGABTWORKONLYMORE ICANWARKEUPSOONILIKETOWORKINNIGHTSHITSMORESICANOTHERCANDIDATENOTE
DHISSTRENGTHSASTAMOUIETLYFORCEFULORIGINATLANDSENSITIVEWHILEANOTHERJOTTEDHT S STRENGTHASMYBACKGROUNDTODATEHASBEENCENT  ~|
Ln: 30|Colk 130

T ———
Python Shell endecrypttel.. | < B 1212 AM

FIGURE 2 : Sample Plain Text, Encrypted Text and Decrypted Text in English

Python Shell

File Edit Shell Debug Options Windows Help
>>> -l
THE PLAIN TEXT IS:

OB SIS Q) LVPTICREGAIDZFIDBLODINT L EE0I0CIS TT DOIDO T CIVE TSI C DN HoBR0LET &2 0°CHOCID T EOETTTE
MG SrienTer ot DABIE DD 0BToHOBBOF 5HDD GNP O3Bt nBEIAF LSBT GBS CODED SISO OO DIABHOBT DS
| HE2020DCBBDTeH ULoDDT AN U CIROBLIV0ER ) DD DT 7 yE:0 EHDLIND IBOGIGS DV OB O CHBN VDL EDIEH0SIT o7y
HEDDNLHDT DY SEDLHIE LS DL, & DD ABODEDBOCDTHES* 0805080725 DR ED0D0BT DATEDY Hus Dant dens deptoam trose*s,
0= £R06DIE0B0I=S LT D DoC o DO G0N 0DTTEBHBE) DN DS N DEE Dy BraradR0T ) Gen DD ORI D DL DOBE I
SeER0A 00T H0DNADD CHE CHDE BTN & OIPE 0508 DOT $oron DI DDDOASI* D0 IDE BIPDoS DT DS T COT DI
3&&1}6"0&0@8?@.3E.ﬁm‘aﬁ"dS‘dmacfbn"mmzxﬂrms"aom;"mﬂomarebmcran‘é"egnm

|File c: \usérs\n‘heeru\nesk_top\encrypt. txt written! i

THE ENCRYPTED TEXT IS

lerlco se slélesllleslesselleslnllezxele Mllelle I
el les=IIMINN Ml Mesllll IO oMl D o lel
| Mo lellolD o Il envelllleszniee slzwllzne I
lil>ollelllesl>0 e sléleslllesllears lzlolelileslel
eslollelle eolzllzlDo e exe lenllesl e I
_al&leslllesles

o 2o Dolllesy Zene ol
eall e exe lese leovesllesllle exe Mlezlesllese |
eslDocolelellese exe MeoyZexpelDlMeMeslSleslone:nllleslD oMMl olll: Dol
leze Do o6 sldlesleslesllllezloxirezznroe [lesllese sl elllesllile:Mes
eslllll sllslallclOMesll:: e esll de Iyl Felionle le <xze eae Mlololzllcdeanele | slazofollDlesolzlense Millesl:-llleslD ol
& lllles o dllo MMM <lllese ese =oleslINN=1Mlesllle lonyelill<oe 1 sllxlloleles

File c:\users\Dheeru\Desktop\decrypt.txt written!

THE DECRYPTED TEXT IS

LB, HIOBNODSICREGRIDE DDA LI L EEI01e90CE T DOBDOT ODEFOST TG HoBRT0LET e o° OO0t o e
s stionaroronit BT DD 0B00HBMOE EHDIHIDY Fird o naoInrnERs (rtoth s (oSN OEOVH DIABIo ST
DRO0DGBHTer U 0DNT 0N CI° CHROBLVOERD) SDDDEROT 1°F° yE:0 ¢ INB DD GHES DV DB 50D DBV EDR LG0T o7y €O
| HEDOEOTD SePEODENS OESE), T D DS0nend T de” 5309.)::5)omagi)w53\0&)0&?1“555‘335@‘5‘333%“3&»6“ DEVLIT CIRoBES L, |
0° £20EIEO0R T DEDoC e DO AN 0NT BB HIEHEN NS HDEOE D O T HI0T ) ey SHIEH DO D IO DO
£ 33000 H0DDOADT O HDEHE 0BT E OIPE0 S50 DGH GU00IBIIDDDOEII D0 IDE SPDoBIVT DI T O DD .|
Ln: 27|Cal: 4

W1 1226 AM

FIGURE3 : Sample Plain Text, Encrypted Text and Decrypted Text in Telugu
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Syllable Example Code points in Unicode Code Points
C O \UOC15
\% O \U0CO05 Single code point
Ccv oo \UOC30 \UOC3E
CCV oooo \U0C24 \UOC4D \UOCI15\UOC3E Multiple code points
cccv ooooo \UOC15 \UOC4D \UOC37 \UOC4D \UOC2E
Dead Consonants od \UOC17 0C4D

TABLE-1 : Unicode Code Points for Telugu Syllables

Syllable is a complex structure in Indic scripts. The abstract entities(Character code points) are
grouped under the influence of grammar rules with specific relation among them resulting into a
syllable. Logical combinations of syllables are reported [9] to be as excessive of more than
seven hundred thousands. Mapping of these syllables will lead to complex definition of
transformation plane. In the present paper we addressed the machine representation units
(character code points) for the purpose of analysis. Statistical behaviour of the character code
points is limited to frequency distribution and the same is adopted for cryptanalysis. For a simple
text like English, when a Substitution Cipher is used with a fixed random key, each specific letter
of the alphabet is replaced by the same substituted letter, no matter where it appears in the text.
If the frequency of the letters in a message is reflected in the form of a table then the frequencies
for the cipher text show the same imbalance but with the frequencies distributed differently
amongst the letters. By comparing these frequencies, a cryptanalyst might reasonably guess
which alphabet in cipher text maps to the corresponding alphabet in plain text.

The statistical behavior of all characters in English expressed as a percentage of the letters in a
sample of over 300,000 characters is evaluated in [10]. They show, quite clearly, that English text
is likely to be dominated by a very small number of letters. When text in Telugu is considered, the
following Table 2 shows the frequencies expressed as a percentage of the character code points
of the alphabet in a sample of over 2,400,000 characters taken from passages from numerous
newspapers, novels, stories, songs, sports and literature etc. The reason for certain frequencies
in columni of above table to be zero is that they are the deprecated characters in the usage of
the language. The zero frequencies in column 3 represent the numbers from 0 to 9 in Telugu
language which are not used in colloquial language. An interesting phenomenon is observed in
the frequency distribution of character code points. The highest frequency of 1% among vowels is
associated with the vowel (1 \U 0C05. All other vowels are observed with the frequency less than
or equal to 0.5%. Among consonants the highest frequency of 6.2% is associated with the
consonant (1. Only four consonants are observed with frequency greater than 4%. Among vowel
signs, only three of them are observed with frequency around 7%. This phenomena is more
associated with CV Core which are reported [9 ] with 54% in the syllable structure. The Nasal
symbol [ is observed with 4.7% frequency and the highest frequency of 8.5% is associated with
Halant 0. It is quite interesting to know that Halant is not treated as a syllable at all. However the
significant roll of Halant is observed in the conjunct formations of syllables. The statistical
behavior of these code points are adopted for the cryptanalysis as described in section 5.

5. CRYPTO ANALYSIS USING FREQUENCY DISTRIBUTION
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The proposed cryptographic model is tested initially on two languages i.e. English and Telugu .
The encryption algorithm is implemented on text of different sizes in Telugu. For this process a
key is generated randomly using a OS based random generator. The plain text is encrypted using
the proposed algorithm and randomly generated key resulting in cipher text. The frequencies of
different characters in the cipher text are calculated and the results are tabulated. Mapping is
done between the characters of plain text and cipher text based on these frequencies. Now the
characters in cipher text are replaced with the mapped characters of plain text and the
percentage of plain text retrieved is calculated which is illustrated in Figure 4 and Figure 5. When
English Text is considered the problems are much less because the correspondence is between
the transformed text and the original text. Though the key is generated randomly, since it is fixed
the mapping function transforms it into a distinct point in the orthogonal plane. On many
occasions for large text size almost all characters are present. Even for a medium sized text this
is true because of less number of characters that exist. More over because of one-to-one
mapping predictability is more. The percentage of retrieved code points is calculated using
frequency distribution. If we consider Telugu script the number of character codes that exist in
the original text need not be the complete set. Even though the mapping function takes care of
one to one correspondence, in the transformation process all character codes may not exist from
the original set of code points. This may lead to confusion in the crypto analysis. We adopted a
threshholding function in the crypto analysis process for reverse mapping. The percentage of
plain text that can be retrieved is observed in the range from 10% to 20% depending on the size
of the plain text in case of Telugu. The same process is adopted on English text of different sizes.

O 0 O 0.2 0 0.0 O 04 O 0.5
O 4.7 0 0.1 [ 04 O 3.2 O 1.9
O 0 O 0.0 [ 3.5 O 0.7 O 0.1
0 1.0 0 4.4 0 0.2 0 0.6 | 8.5
0 0.5 0 0.1 0 2.7 0 2.6 0 0
0 0.3 0 1.9 0 0.5 0 0.5 0 0
0 0.2 0 0.1 0 6.2 O 6.8 0 0
0 0.3 0 0.0 0 3.2 O 7.8 0 0
0 0.1 0 23 0 0.1 O 1.3 0 0
[ 0.0 O 0.1 [ 0.7 O 6.6 [ 0
[ 0 O 0.7 [ 0.5 O 0.8 [ 0
[ 0 O 0.0 [ 2.7 O 0.2 [ 0
[ 0 O 0.0 [ 2.1 O 0.0 [ 0
[ 0.3 O 1.9 [ 53 O 1.3 [ 0
[ 0.1 O 0.1 [ 0.0 O 2.2 - -
0 0.1 0 1.9 0 4.7 O 0.4 - -

TABLE-2 : Frequency distribution of character code points of Telugu script
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The percentage of plain text that is retrieved varied in the range from 25% to 50% depending on
the size of the plain text which is illustrated in Table3 . This result in case of Telugu is relatively
less when compared to English which is due to large amount of complexity in Telugu script.

Plain Text Size % Ot: charactt.ar code
Number of characters points retrieved
English Telugu
2000 24.43 20.7
4000 49.49 17.1
10000 27.12 8.5
15000 50.89 16.7
22000 41.09 15.05
35000 41.04 15.89
64000 46.81 1.15
75000 31.99 1.94

TABLE3: Percentage of retrieved character code points using frequency distribution

From the above table, it is easy to infer that cryptanalysis of text of complex languages like
Telugu is much more difficult . On an average the percentage of plain text retrieved in case of
English is 39.11 where as in case of Telugu it is only 12.13%. Then the larger key size applicable
to Latin text can be reduced in case of complex languages like Telugu even by providing greater
level of security. The percentage of plain text retrieved is not linear with text size because a
proper threshold function is required to map cipher text symbols to corresponding plain text
symbols for which the work is in progress.

Python Shell
File Edit Shell Debug Options Windows Help

interface. This connection is not visible on any external ]

interface and no data is sent to or received from the Internet.
kxR KEEIRKREI AR AR T X IR T AT AR AR IR Rk T Ik k kI khkrhkhkrkhhkkhrhhkkrdhx

IDLE 2.6.2
> RESTART
|>>>

THE ENCRYPTED TEXT IS

abmdbolgfswilufqsfq fmwlegfpvnfpjmwimgfgwljnsqfppfnsolzfapfmgvswj “hojmdwkfevmmzalmfbmgplvmgimdlvwgbdflvpgviwldgbn
nbwj ‘bopsfoojmdbmgwzsldgbskj “boaollsfqpdbolqfbpwvgzkbpelvmgwkfpwvgz “uaovmgfp baqjfglvwazbmbdfm zsqlujgjmdpwbeejm
dplovwjlmpgfufbofgwkbwnlgfwkbmsfq fmwlewkfqbmglnozpfof wiggfpvnfpb qlppgjeefqfmwofufopbmgilasqlejofp bqqjfgplnflg
lwkfgelqnlefqqlqimlmfqfpvnib bmgjgbwippfoegfp qjswjlmgfbgjkbufbobyzdvzjtlmwtbhfvsfbgozjmwkinlqmjmdjm boo  fowgfnfb
mpwkfqftjooafpkjewpjtjooafwkjmhjmdbawtlghlmoznlqgfj “bmtbhfvspllmjojhfwltlghjmmjdkwpkjwpnlqfp] bmlwkfq bmgjgbwfmlwf
gkjppwgfmdwkpbpjbnrvjfwozelq fevolqjdjmbobmgpfmpiwiuftkjofbmlwkfqilwwigkjppwgfmdwkbpnzab “hdqlvmgwlgbwikbpaffm™ fmw
gfglmdqllnjmdnzpfoebpbtfooglvmgfgs fqplmkl tfufqwkflmfwkbwwllhwkf "bhftbpbgfpvnftkfqfwkf bmgjgbwfsvwkjplaif wjufafkj
mgiljmjmdwkflgdbm]jpbwjlmbpwlbotbzppsqfbgslpjwjufoztjwkjmwkfagbm kbmggfgv ™ fwkfdgbsfuimfqfpvnfpwkbw lvogmlw

896 896

THE RETRIEVED PLAIN TEXT IS

POTMODISEFANIVESFESCETAIXSERUWEENTAETRERAINWE SERHEWFDIGESHETRUFANCKDNTMALEXUTTGPITEOTREIUTRNTMIUASOMETUERUEAIMSOW
WOANCODHFEDDNTMOTRAGFIMSOFLNCODPDIIFESHMODISEOHAURGLOHXIUTRALEHAURGCVPDUTRESHCOSSNERIUAPGOTOME TCGES IVNRNTMEAOXXNT
MHIDUANITHSEVEODERALOAWISEALOTFESCETAIXALESOTRIWDGHEDECAERSEHUWEHOCSIHHRNXXESETADEVEDHOTRIIPFSIXNDEECOSSNERHIWEIS
IALESXISWIXESSISNTITESEHUWEOCOTRNROAEHHEDXREHCSNFANITSEORNLOVEODOQGMUGNEITABOKEUFEOSDGNTALEWISTNTMNTCODDCETASEWEQ
THALESEENDDPEHLNXAHNENDD PEALNTKNTMOPABISKITDGWISENCOTBOKEUFEIITNDNKEATBI SKNTTNMLAHLNAHWI SEENCOTIALESCOTRNROAETIAE
RLNEHASETMALEOENOWYUNEADGXISCEXUDISNMNTODOTREETENANVEBLNDECTIALESJIAAERLNEHASETMALORWGPOCKMSIUTRATROAELOHPEETCETA
SERITMSIIWNTMWGHEDXOHOBEDDSIUTRERFESHITLIBEVESALEITEALOARITKALECOKEBOHOSEHUWEBLESEALECOTRNROAEFUALNEIPJECANVEPELN
TRJININTMALEISMOTNHOANITOHATIODBOGHHFSEORFIHNANVEDGEBNALNTALEPSOTCLOTRSERUCEALEMSOFEVNTESEHUWEEALOACIUDRTIA

Retrieved plaintext %= 23.4285714286
>35> | <
Ln: 24 Col: ¢

| I | rem—— o =
Folmmet . *| @3 pythonw < 0 Microson b || eneyponale | < - @ T 120 Am

FIGURE4: Retrieved Text based on Frequency distribution in English
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Python Shell

CFile Edit Shel Debug Options Windows Help

| dkhkkkkhkkkkkhkkkhhhhkhhkkhrdkhdhhrkhhkkhhdkrhdhhkkhhkkhhddhdhdkkrrd j
Personal firewall software may warn about the connection IDLE
makes to its subprocess using this computer's internal loopback
interface. This connection is not visible on any external

interface and no data is sent to or received from the Internet.
dkkkkhkkkkkhkkkhkhkkhhkkkhdkhdhhkkhhdkhhkrhdhhkkhkdkkhkrkdhhkkhrd

IDLE 2.6.2
| >>> RESTART
| >>>

lerlco se sldlellleleoelleslnle:enrle Mlelle lo-Mloe le lelleansleslDIDollkoe mollelilesllelesl=lo-MMll: oo e ol ZanrylelzollDiesllleslle:les
| el zles MMl es Il oMl sl 0D o= Me: esllenedlollve leellee MD1eMlesl: 2 esleszyoe ollilllesl ez MM ZleslllSleselles
BelolelxlDolelsexydlesenre slovllzare lo:c [le[l[le cledlloallodolllesyzanre slzde ee e o oxlllrollelo oleslelyellvos Micoe elleDell
M ollezMllesllso_o¢: ol&lesllleslese I-loleleslle: M= lesl e eze Mese leareslleslile ee Me:leallese Ms: mealdllle:lesllesllezllesl e I MMM 2 xlesllMllesllINID I lesleal
s 2 sesl Do olelesllere exe llegyZanlDMllleNleslSleslne: AlleslDolillel: ollllll o D lxl ool laxore Io s
Sleflesllleslleslllloe Meslles zxymesl e Mesllle ¢ colllee Dlcso e sleflesleslesllelenmes zxmoe Iflesllese 1 sl Mesllle:MeslMlle sl =llollosollesllod
eslllll sllxlsl0leslll: 2l esllde I aﬂﬂ]]:}“ﬂﬂocﬂgﬂgu;aegﬂﬂuﬂuﬂ MM dlesenoele [ o1z lIDlesol=lease MMleslMeslD ollczo0mle o seslDlllelesexyellles
e llolleo o MM <llese ese ollestlMNesMlle loxelill:oe 1 sllxlldleMlles

919 48 48

TEXT SIZE= 919

(DG TeMese Eeses DG GIIGEE A0 BO NS AU Pt (B £ 000D OB HOGH Desd T SIS NASHDCHLE SO S R0D
SUHG0DOSIS0 SOMSDTOIBDBHDERGDOSHOI DAL OAPOBHIODOSIGDEDSNEION0DLDE) TGO HIBOGOIISHNIOT
BDSFOONBOTIDIHVIGTLIIDVINI GIOIIDOIDT DD HFIDAD SNBSS EOr(I8)E P08 8 Hb A SINDoIIBZSHOO ST
e, DEDOCOND OIS D LSO GEHDEDGASTTRNES IO N L BBl BID 0D E DO s 1aP0° D= ey 1esdI ol D
gdestierteoesereser i Gesliesrititestiase’ 250508 0URHOOODIIED IS HFTIDOCOTIDEDEDDALD E DTG ety
BEEIOODDIDBIEIIETT-Res ENO0NDEIICRLSTHsSEDdesnobnE Adnes SHa BT DS <
(1RSSO F DI eI TP G IR TR 1330S (5 eFe 0BG U L ¢0es (57 E30:0e3 (5 Hitae) e SrenyarSodsbisontooasctadbgoseons
sapdeshaTraiabboonosdtborhorarardbbstasnsiorano Sy oo ESB T LS I0S OB 0LDBHIS I SOBLSUODSIO Ter
| EPREEDHISDBLHE DI T BADS VTN THIIOEDBFSIIFONIDIFLOILIBICHIes 919

174

| RETRIEVED PLAIN TEXT % IS= 18.9336235038

>>> |

=l

Ln:20/Col: 4

e AT 2 Pamt T E Python S... Sortcomp. | « [2 @ 2 W H HE A 1236 Am

FIGURES: Retrieved Text based on Frequency distribution in Telugu

6. CONCLUSIONS

In the present work an attempt is made to provide a frame work for security model with specificity
on Indic scripts. In this context syllable formation is considered as the basis for the present
analysis where the canonical structure is emphasized. These syllables are later transformed into
code point byte stream. The encryption and decryption process is tested and compared with
English text. An extensive evaluation of character code points and their frequency distribution is
carried out on a large sample set. The cryptanalysis of the model is carried out with the help of
frequency distribution of character code points as a parameter of interest. From the observed
results it is easy to infer that the reverse mapping is more complex in case of Indic scripts
(specific reference to Telugu). The statistical behavior of syllables and their influence on security
model is in progress.
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